Abstract: In order to understand the impact of digital and artificial intelligence on auditing, it is important for professionals to understand the forces driving the Fourth Industrial Revolution. One of these forces is the explosive growth of data that fuels digital technology. Another force is the acceleration of the pace of change, which brings additional complexity in managing trust in an environment that is becoming increasingly insecure. For example, cyberattacks are becoming more complex and large-scale. Social media also creates new risks.

In the field of auditing, first of all we need to understand the ongoing transformations, the types of risks and controls that need to be audited. On the other hand, these trends also open up new opportunities for accounting and auditing professionals.

There is an active platform for audit professionals to understand these changes. For example, two years ago, an Ernst & Young survey showed that 74% of executives said they had no strategic plans for artificial intelligence. A year later, exactly the same survey results showed that 73% of managers are already ready to implement artificial intelligence (AI) or plan to implement it in the next 2 years. The second statistic provided by the World Economic Forum shows that 30% of every corporate audit will be performed by artificial intelligence by 2025. Finally, the OECD has counted more than 200 ongoing public sector audit blockchain initiatives in 46 countries.

The research is based on a combination of dialectical, system-structural and comparative approach to the study of the studied socio-economic phenomena. Artificial intelligence methods can be used to perform complex fundamental analysis, including the use of text analysis, and to optimize asset allocation in financial portfolios.

They show the importance of being prepared for this changing environment. To deal with these challenges, audit and finance professionals need to understand (i) how "what" they have to analyse is changing, (ii) the new risks that are emerging, (iii) the new opportunities offered by these disruptive technologies.
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Introduction

Typical examples of "what" is changing are the amounts of data we need for a process exponentially increasing to the level of information overload. Another example is the growing use of social media by employees and customers, which can lead to information leakage or reputational damage. Finally, accounting and auditing professionals should learn how to work with new types of asset classes, such as crypto assets and cryptocurrencies, for which they were not used in the past.

The introduction of artificial intelligence also involves new risks. According to the Gartner CIO Agenda 2018 Study, 85% of AI projects by 2020 results due to bias in data, algorithms, or development teams. We should not overestimate the capabilities of AI and remember that the quality of the data used is the most important. There are also risks associated with legal issues and liability.
It is also important to understand how financial professionals can benefit from the introduction of these breakthrough technologies. Analytics can help improve audit quality by enabling auditors to analyze large volumes of audit-relevant data to gain insight and a deeper understanding of financial closure and business transactions.

The relevance of the study lies in the disclosure of the value of advanced analytics, which will help improve the ability to predict results using scenario analysis and forecasting.

The article aims to categorize the primary methodologies and trends in the evolution of auditing practices as a result of changes in the digital economy’s technological structure. It also intends to identify propitious domains for intelligent auditing’s advancement.

We put the main significance of this work in the fact that the broad boundaries of digital technologies allow us to improve the organizational and methodological support of auditing activities. This can be made a reality through an ecosystem of audit operations. Robotic systems should be the result of this ecosystem.

In this paper, a review of the scientific literature is made, a large number of digital technologies are considered and their potential in the audit is studied. At the same time, questions are asked for future research.

**Literature review**

The passage discusses the use of technology and artificial intelligence systems for the organization of auditing activities and procedures. The study is based on the scientific works of foreign scientists such as Vasarhelyi M. [1], Issa H. [2], Kokina J. [3], and others, as well as on the application of the cognitive approach by researchers such as Pozharickaya I.M [4] and Bonner S.E. [5].

Of course, we understand the disputes among the scientific and practical environment regarding the capabilities of the robot auditor, whether they can be trusted. What new competencies should there be in the digital economy and the constant discussion around audit opinions regarding their reliability [6,3,4].

The impact of information technology on science and audit methodology has not been studied in detail, as the digital technology market is constantly opening up new opportunities for the modernization of organizational and technological support.

The passage also discusses the concepts of «cognitive technologies» and «artificial intelligence technologies» (AI technologies), which researchers consider as synonyms [3]. Methods and algorithms that, with the help of neural networks, computer technologies, mathematical modeling, training, training to achieve the goals of subjects are called smart technologies [7]. Cognitive technologies include a wide range of technologies for rationalization and formalization of intelligent systems for the generation and functioning of knowledge, expertise, communication, and decision-making [8].

The application of AI technologies in auditing has the potential to further improve the effectiveness and efficiency of audit procedures. AI technologies can assist in tasks such as data analysis, identification of anomalies, and risk assessment. The use of AI technologies can also lead to more objective and consistent audit results, reducing the potential for human biases and errors.

However, there are also concerns regarding the use of AI technologies in auditing, particularly in relation to the trustworthiness of the results generated by these systems [9]. The lack of transparency and explainability of AI algorithms can make it difficult for auditors to understand how the system arrived at its conclusions, leading to questions regarding the reliability and accuracy of the results.

To address these concerns, researchers are working to develop AI technologies that are transparent and explainable, and to establish guidelines for the use of AI in auditing. This includes the development of standards for the design, testing, and implementation of AI systems, as well as the establishment of frameworks for auditing the outputs of AI systems [10].

Research has explored the use of neural networks in auditing for tasks such as fraud detection [11, 12, 13], risk assessment [14, 15], business continuity using big data analysis [16, 17, 18], and analytical procedures [19, 12, 13, 15, 16]. Studies have focused on comparing statistical models and expert systems with neural networks and identifying new applications to enhance audit quality. Brandas C., Muntean M., and Didraga O. proposed a technique for detecting anomalies in fraud detection based on principal component analysis as a tool to identify elements that do not conform to a specific pattern [13].

The possibilities of digital technologies are endless and this is shown by the latest research regarding its use in auditing. The potential is huge, as big data and data analysis are critical. We must clearly
understand what big data is for auditing. This is both financial and non-financial reporting data, camera
data, all types of communications and communications, including social networks, blogs, and exogenous
and endogenic data [20].

Researchers such as Faye R. and Negangard E.M. discuss the use of big data analysis to investigate
all kinds of possible risks and, accordingly, the definition of fraud. Whereas, San T. and Vasarkheli M.A.
considered the use of intelligent analysis of conclusions as a type of big data for monitoring and control of
primary information. Hashimzadeh et al. we focused on predictive analytics for risk assessment [21-23].

No one doubts that the promising direction of integrating artificial intelligence with audit is the introduction
of robotic systems, a kind of intelligent assistants that can use a variety of technologies to perform audit
tasks. Kokina and Davenport emphasize the importance of using artificial intelligence and neural networks
when creating an assistant robot for audit purposes [3]. This process includes the integration of artificial
intelligence technologies, expert systems and knowledge management technologies [24].

Intelligent personal assistants (IPA) for audit organizations are software packages that use reasoning
and other cognitive functions to autonomously perform a range of audit operations based on user
instructions. Li and Vasarhelyi provide a comprehensive definition of cognitive assistants for audit
purposes, which include technologies with natural language processing and interactive decision-making
support for extracting and searching relevant information, planning and risk assessment, and responding
to voice commands and questions in the most convenient form [13, 25].

The concept of «intellectual audit» as a type of activity has been explored using an informational
approach in foreign literature. The use of artificial intelligence in audit is a complex form of technologies
that improve and modernize audit processes [26]. The most important thing is that it makes it possible
to analyze and classify financial reports by risk areas, and this gives space to avoid random sampling of
reports and manual verification [27].

Despite the fact that this topic is actively studied in foreign scientific literature, in the domestic theory
and methodology of auditing, the use of artificial intelligence and digital technologies for conducting
audits are still insufficiently studied areas.

Materials and methods

The research is based on a combination of dialectical, system-structural and comparative approach
to the study of the studied socio-economic phenomena. Artificial intelligence methods can be used to
perform complex fundamental analysis, including the use of text analysis, and to optimize asset allocation
in financial portfolios.

As part of our research, we resort to a combination of several key methodological approaches:
1. Dialectical approach: We use a dialectical approach to analyze and understand the contradictions
that arise in the process of interaction between artificial intelligence and state assets. This approach helps
to identify the main trends causing changes in the audit of state assets.
2. System-structural approach: We also adhere to a system-structural approach to consider all
components of the audit system of state assets. This includes studying the interrelationships and the
impact of artificial intelligence on every element of this system, from data collection to analysis and
decision-making.
3. Comparative approach: Comparative analysis allows us to identify differences and similarities
between the use of artificial intelligence and traditional methods in the audit of state assets. This helps to
assess the advantages and limitations of the use of artificial intelligence in this area.

In the course of our research, we use a variety of research methods, including:
1. Text analysis: We use text analysis methods to process large amounts of information, including
text documents, reports, legislative acts and other data sources. This analysis makes it possible to identify
key topics and trends related to the audit of state assets and the use of artificial intelligence in this area.
2. Optimizing asset allocation: We also apply optimization methods to develop recommendations for
optimal allocation of state assets in financial portfolios. Here, artificial intelligence can be used to create
models and algorithms that help maximize profitability and minimize risks.

The general methodology of our research allows us to investigate more deeply the impact of artificial
intelligence on the audit of state assets and provide practical recommendations for its improvement and
optimization.
Artificial intelligence is already having a profound impact on governments and society. As AI penetrates more and more into our lives, we will often have to trust AI systems simply because of their enticing advantages. But how do we know that the AI is doing its job properly? The rapid development of AI makes it necessary to create a structure for independent verification of AI systems (even as the technology develops further). The global accountability community needs tools to evaluate this ever-changing technology, and more importantly, organizations that create, acquire and implement AI need a framework to understand how AI systems will be evaluated.

The global company Frost & Sullivan reported that the global market for artificial intelligence technologies exceeded $13 billion in 2017, and in 2022 this amount amounted to more than $50 billion [28]. The annual report of Deloitte showed that the introduction of digital technologies led to an increase in the revenue of the audit firm by 23%. In 2022, this indicator reached more than 30% [29]. Deloitte’s use of innovative solutions, such as automation of robotic processes, risk identification and intelligent analytics, also led to a 13% increase in revenue from the provision of risk assessment consulting services.

Although advanced processes, by which we mean smart tables extracting information from various angles, generating and evaluating hypotheses, consolidating information and choosing solutions, are crucial for auditing in our time [5], they do not fully use modern achievements and capabilities of artificial intelligence technologies. As such, the proposed cognitive ecosystem of auditing activities (Fig. 1) takes into account the interaction of AI technologies with a specific subject area.

The adoption of AI technology helps to address the issue of reducing the risk of undetected errors, thereby enhancing the auditor’s confidence in the adequacy and relevance of the audit evidence used to form an opinion on the reliability of financial statements. The dominant view in the scientific literature and on the websites of the «Big Four» companies is that continuous and robotic auditing will ultimately replace selective auditing.
Against the background of various problems associated with traditional approaches to portfolio optimization, artificial intelligence methods often give better estimates of profitability and covariances than more traditional methods. Artificial intelligence can be used to enhance traditional portfolio optimization systems by utilizing the estimates generated by AI algorithms. In fact, AI can be used to make asset allocation decisions directly, resulting in more accurate portfolio construction and better performance outcomes compared to traditional methods. With regard to fundamental analysis, AI has the potential to greatly improve its implementation, particularly through the application of text analysis. This is widely recognized in the scientific literature and by major financial institutions, as evidenced by numerous studies [30, 31, 32].

Our empirical research is based on the key themes of public values, management problems and solutions in the field of public asset management, which were identified as a result of a systematic review of the literature. There are many stakeholders in the use of AI in government that need to be taken into account, and their points of view differ. Among these different points of view in this study, we decided to focus on the point of view of civil servants, since their opinion is crucial for the implementation of AI in government. In addition, this point of view is consistent with the original formulation of the taxonomy based on the point of view of government employees.

To understand the point of view of government employees, a preliminary national study of government employees in the United States was conducted. The Amazon Mechanical Turk (MTurk) service was used because of its cost-effectiveness and comparability of data collected by traditional methods [33, 34]. The survey was conducted in February 2021 and gave 566 responses. The respondents were current employees at the local, state, and federal levels of the U.S. government. The survey included questions that serve as a basis for quality assurance. After removing duplicates, respondents from non-governmental organizations, and inconsistent responses to quality assurance questions, we received a final data set of 323 responses. This study is mainly based on the survey section on managing the use of AI in government.

The responses for each publicly available value, expressed as a percentage, are presented in Table 1. Regarding decision-making as a debt-oriented public value, approximately 61% of respondents indicated that AI has significant or transformative potential to improve the decision-making process. The majority of respondents believed in the possibility of creating public value through the use of AI in the process of making government decisions. With regard to public values focused on services, more than 65% of respondents noted that the use of AI has significant or transformative potential to increase government efficiency, and more than 77% hold the same opinion regarding efficiency. Regarding the societal value of community-oriented accountability, almost 54% of respondents believe that the use of AI in government leads to a significant or radical improvement in accountability.
Taken together, these results indicate a positive relationship between the use of AI in government and its potential to improve public values. These values include duty-oriented: responsibility to citizens through more effective government decision-making; service-oriented: efficiency and effectiveness; and society-oriented: accountability to society. Moreover, the results show a favorable assessment of the potential for creating social value, with the majority of respondents indicating that each value has a significant or transformative potential. These results provide empirical evidence on the connection and potential of the use of AI by the government for a positive impact on public values.

As shown in Table 2, approximately 36% of respondents consider it important to involve government officials in all processes of the AI system. Among all stages, 27% of respondents assume that the development of the AI system is the most important stage for the participation of government officials. Other stages are considered the most important stage for participation: setting goals (14.6%), decision-making (15.5%) and impact assessment (7.1%). In addition, 25.7% of respondents consider the use of AI in the government decision-making process to be the most important stage for public participation. All of the above stages (23.8%) and the stage of development of the AI system (21.1%) are closely related to what are considered the most important for public participation.

In practice, effective management requires a comprehensive consideration of public values focused on debt, services and society. To cope with the tendency to focus solely on efficiency and effectiveness, it is recommended to take into account social values such as accountability, equality, honesty, fairness, privacy and security, as suggested in the literature. In addition, a clear indication of these social values as a guideline helps to identify the affected social values and promote them accordingly.

**Conclusion**

After conducting research, the potential applications of digital technologies in auditing activities were identified, as well as the potential for the development of AI auditing as a distinct field of scientific knowledge.
Thus, PRISM was developed by three employees of the Information Technology Department of the VOA of the Philippines. The PRISM mobile application allows citizens to participate in the audit of infrastructure projects by exchanging data and images that are sent to the visual and analytical panel of the PRISM portal. The idea of PRISM will promote accountability and transparency through the collection of audit-related data for analytical reports and visualization.

The participants of the GAO discussion group noted that the pandemic has opened up new opportunities for the HEA, for example, the opportunity to demonstrate its importance in ensuring the stability of public systems and the audit of public assets and recommended:

- Develop clear guidelines for the audit of public assets;
- Clarify the responsibilities of central and local authorities;
- Develop a readiness plan for all sectors of the economy and public services;
- Pay more attention to digitalization and remote audit.

In summary, the study reveals several key findings. Firstly, there are suitable theoretical, methodological, scientific, and technical conditions for the adoption of digital technologies in the auditing field. Major players in the industry, such as the «Big Four» companies, are already implementing AI technologies that can enhance various audit procedures and establish a comprehensive cognitive ecosystem of auditing activities.

Secondly, AI technologies combined with big data analysis methods are reshaping the methodology of auditing and expanding the range of consulting services. The construction of theory and methodology leads to the creation of any new related fields of scientific knowledge. These include advanced, smart audit and artificial intelligence audit, which are promising for future research.

Thirdly, digitalization can certainly improve the quality of audit services. The transition from a selective approach to a circular audit, allowing you to speed up the processing of paper and electronic sources of information and automate manual tasks such as reconciliation and confirmation.

Finally, it is crucial to recognize the risks of AI systems, including potential biases and subjectivity, as they rely on the intelligence and beliefs of individuals who conduct robot training. To maintain the confidence of auditors’ opinions, AI systems must prioritize fairness, honesty, and professionalism in their development.
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Аудит мамандары үшін бұл өзгерістерді түсіну үшін актив тәуелді бағдарламасына жатат. Мысалы, әрқылы бұрын Ernst & Young сауалнамасы мәнінен көрсетті: басқармаларының 74% жасанды интеллектке қатысты стратегиялық әрекеттер жоқ екенін айтты. Бір жылдан кейін дәл осының мәнінен әлдеқа 2 жылда өзгертілуі жағдайын түсінік жасатынын 73% - ы жасанды интеллект (AI) өздерінің құрылысына қарасына қарсы. Дүние жүзіндегі экономикалық форум белгілі бір статистика 30% 2025 жылға қарай әрбір корпоративтік қаржылық аудитті жасанды интеллект тұрайды.

Зерттеу зерттелетін әлеумет-экономикалық құбылыстарды зерттейді: жасанды интеллект, қызметкерлердің өсімдік-құрылысы, әрекет ету үшін пайдаланылатын құрылыс. Қаржы мамандарының 10% жасанды интеллект қолданып, қаржы матеріалдық және матеріалдық бөлішкендерге қарсы қол жеткізетін құрылыс аудиторлық анализ қосылатын.

Құрылыстық кәсібиңіздің нақтылығын дәлелдейді.

Түйін сөздер: Жасанды интеллект, аудит, есеп, мемлекеттік активтер, цифрлық технологиялар, криптаактивтер, блокчейндер.